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Our mission is to transform

open source innovations 
into enterprise solutions
to give customers choice 



1992 HQ 40 2,600 $700m+ 10,000+
Founded in 
Nuremberg

Luxembourg Offices Employees Revenue Enterprise 
Customers

Developer contributions 
measured every day →

Publicly ranked alongside the 
largest technology companies

World-class 
ecosystem of 
partners
5 years in a row [5]

 [1] SUSE Company Data [2]  Gartner Magic Quadrant + Omdia   [3] Common Criteria, SLSA  [4] The UN Global Compact   [5] suse.com/partners  [6] SUSE Customer Data

Recognised leader in 
Container Management 
& Virtualization  →
[2]

17% emissions 
reduction since 2022 
[4]

Top Supply Chain 
Security Certifications 
[3]

90%+
Of the world’s leading 
companies rely on SUSE [6]

10/10 13/15
of the largest 
Automotive 
companies

of the largest 
Pharmaceutical 

companies

14/15 13/15
of the largest 

Aerospace 
companies

of the largest 
FinServ

companies

Top 8 Top 5   Top 12 
Consistently

SUSE at a glance

https://cop-report.unglobalcompact.org/COPViewer/2024?responseId=R_5BqZ7FyptNHIBDZ
http://suse.com/partners
https://all.devstats.cncf.io/d/5/companies-table
https://ossrank.com/com
https://ossrank.com/com
https://opensourceindex.io/


We make Linux 
and manage many

We make Kubernetes 
and manage many

We make security 
the default

We make GenAI 
solutions for many models 

We deliver 
world-class support

We are pioneers in 
edge technology

SUSE at a glance



Open & enterprise ready
Bringing together enterprise diversity

with enterprise reliability

SUSE solutions help overcome your challenges
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Open & enterprise ready
Bringing together enterprise diversity

With enterprise reliability

Integrated security & governance
Trusted SUSE supply chain

Your infrastructure secured & compliant

Ease of use
Simplify operations across infrastructure

Optimizing cost & accelerating modernization

SUSE help overcome your challenges



● Adaptable and Easy-to-Manage
Easily deploy anywhere - in the data center, in the cloud, and at the edge

● Stable and Resilient
Engineered for maximum uptime for business-critical workloads, including support for high 
availability configurations

● Secure and Compliant
Developed with a secure supply chain, secure build, and trusted delivery, and meeting or 
exceeding government and industry compliance standards (including EAL4+, SLSA, FIPS 
140-3, and FIDO)

● Enterprise Lifecycle and Support
Predictable release and maintenance schedule, world-class support, and long-term support 
lifecycle

The open, reliable, compliant, and future-proof Linux Server choice that ensures the 
enterprise's business continuity.



Password management for your enterprise



Poor password 
management policies 
are responsible for 81%  
of data breaches
Source: Verizon Data Breach Investigation report



What is Passbolt?

Security-first

End-to-end encryption, 
user-controlled keys

Built for collaboration

Team-focused password 
sharing

Privacy by design

100% open source, 
on-premises option



Go ahead share your secrets, totps, passwords. 
Assign permissions to groups, users, etc. by secrets individually and/or by folders.

The open source credential manager built for collaboration



Built-in automatic expiry
When a user is deleted, leaves a group, loses a permission, etc. it automatically marks 
accessed items as needing to be rotated.



Credentials are available on the go via native apps

Real time collaboration



Via “quick accessˮ or directly in web forms…
Available to non-power user



$> passbolt get 664735b2-4be7-36d9-a9f8-08d42998faf8
-----BEGIN PGP MESSAGE-----

$> passbolt get \
   $(passbolt find  | awk '/server/ { print $NF }')\
   | gpg -q --no-tty 

$> export SECRET=`curl --location --request GET '${PASSBOLT_URL}'\
    --header 'Authorization: ${ACCESS_TOKEN}' \
    --header 'Content-Type: application/json' \
   | jq -j '.body.data' \
   | gpg -q --no-tty \
   | jq -j '.password`

✓  Retrieve, store, and share passwords
     programmatically with the JSON api.

✓  Automate recurring tasks with CLI.

✓  Use with Ansible, CI/CD, K8s operator...

Passbolt can also be used as a secret management tool in your pipelines
Or in a terminal near you



Installation overview

RPM package 
for 
SUSE Linux Enterprise Server

Helm chart
for 
SUSE Rancher Prime

Ansible playbook



Installation of Passbolt 
on SUSE Linux Enterprise Server



https://docs.google.com/file/d/1VUyBFj-2AYyDdT3rQnx5m3BbAyKvix6b/preview


Scalable architecture









Live Demo



https://www.passbolt.com/suse-linux-enterprise-server
Continue your learning journey at …

Thank you

https://www.suse.com


